Since the distance between the two locations of the company are next to each other it will be proper to assign a LAN (Local Area Network) network. It might be different floors or even in different buildings, it’s all in the same local area.

LAN physical-layer implementations include, but are not limited to:

Ethernet:  A baseband LAN specification for operating at 10Mbos over coaxial or twisted-pair cable.  

Fast Ethernet: A LAN technology specification for 100Mbps data transfer.

Token ring: A token-passing LAN topology that transfers data at up to 16Mbps using a star topology.

Fiber Distributed Data Interface (FDDI): A dual-ring, token-passing 100Mbps LAN topology using fiber-optic cable. FDDI uses two rings traveling in opposite directions.

The Networks Components.
· Servers and Clients

· Network Adapters

· Signal Transmission

· Routers

· Hubs, repeaters, routers, bridges, brouter, and switches (Network connectivity components)

Servers and Clients

Centralized functions in a LAN are processed through a server. This server can be a file server or database server for data storage and retrieval or a special-function server, such as an access server or a print server. The function of the server is to provide services to the workstation know as client. The clients do the actual processing of data. This set up is known as client/server processing. 

Smaller networks may still function well as peer-to-peer network-those in which data is not centrally located. Even those networks will often have the main data located on one or more specific computers. The biggest drawback to a peer-to-peer network is the inability to properly secure the data. It is often scattered all over the network.

Network Adapters
Just as important as correct usage of cabling is the interface that connects the cable to the network nod. Nodes are any processing elements that are connected to the network to which data flows. Nodes include computers, servers, printers, hubs, and routers. These interfaces are known as network adapters or network interface cards, because most of them are cards that insert into a slot on the mainboard. Part of the adapters is on the exterior for connection to a cable, whereas the major part is inserted into the computer case and connected to the mainboard of the processing unit (CPU).

Signal Transmission

There are two types of connections used to transmit signal across transmission media: baseband and broadband.

A baseband transmission uses digital signaling. Digital transmissions are sent in over a signal wire in binary code and over a single transmission frequency. This signal uses the entire bandwidth of the cable as a single channel to transmit the signal in the form of electric pulses or beams of light. The most common example of baseband transmission is the standard Ethernet.

A broadband transmission uses analog signaling. Analog transmissions are sent in the form of optical or electromagnetic waves over multiple transmission frequencies. Broadband transmission allows for multiple signals to be carried at the same time, as is done with TV signal transmissions, the most common form of broadband transmission. Broadband transmission is unidirectional. In order for it to be used to transmit data back and fort between nodes, it must be split into two channels. Sometimes two cables are used-one to send and one to receive.

Routers

Routing is the function of moving data between dissimilar network segments. Router is the computer equipment that performs routing between segments on the internetworking. Routers operate at the Network Layer of the OSI model. Even thought routing typically occurs between dissimilar network types it can also be established between similar network types.

Routing Algorithms

Routing algorithms can be classified by type. Key differentiators include these:

· Static versus dynamic 
· Single-path versus multipath 

· Flat versus hierarchical 

· Host-intelligent versus router-intelligent 

· Intradomain versus interdomain 

· Link-state versus distance vector

A routing table can be created when a network administrator enters a rout to another network into a router’s routing table. This manual entry of routes into the routing table is called static routing.

Static Routing.

A static routing table is bets used in a small network that isn’t changed often. When an internetwork becomes large or is changed often, static routing becomes difficult to manage. In large internetworks, those that have multiple, varied changes to the internetwork configuration, the user of dynamic routing through routing protocols are the best choice for implementation.

Dynamic Routing 

There are two general types of Dynamic routing protocols, which are Link-state and distance vector.

Distance-vector protocols are an older type of routing protocol. They use distance to the destination network and the vector, or direction, of the destination network.

To define the distance to a network, a distance-vector routing protocol typically uses a hops metric or a ticks metric. Hops are the number of routers that must be crossed before reaching the network. Ticks are measurements of time, about 1/18th of a second that show how long it will take for data to reach the other network.

Link-state routing protocols were designed specifically to address the limitations of Distance-vector routing protocols. Link-state protocols are more complex than Distance-vector protocols and create overhead on the router’s CPU. However, Link-State protocols do not create unnecessary overhead on the network bandwidth, they do not use secondhand information, and they have a fast convergence time. 

Examples of Link-State protocols include those in table 1.

	Link-State Protocol
	Abbreviation
	Protocol Stack

	Open Shortest Path First
	OSPF
	TCO/IP

	Netware Link Services Protocol
	NLSP
	IPX

	Intermediate System to Intermediate System
	IS-IS
	OSI


Hubs

If a network consists of just two computers, a single crossover cable can be used to connect the two. Most networks, however, consist of multiple computers, printers, and servers, all of which need to be connected to each other or to a central device through which all their signals can pass. The most common and least expensive device for this purpose is known as a hub.

Hubs And Their Role In The LAN

A hub also known as concentrator or a multiport repeater is the central intersection of two or more cable connections. Hubs physically connect all the wires of the network in order to connect the components. Hubs can be very simplistic devices for simple concentration functionality, or they can become center point for the management and troubleshooting of your network traffic.

There are two types of Hubs unintelligent hubs and intelligent hubs. Unintelligent hubs are those that cannot learn, process, or utilize any of the information that passes through them. Intelligent hubs are those that are designed to implement high-end monitoring technologies. Hubs are strictly physical-layer devices, operating at the bottom layer of the OSI model.

Bridges: Are similar to routers in their connectivity functions; they connect network segments together so that they can function like a single network segment. Bridges operate at the Data Link layer of the OSI model.

Brouters:  Acts as a router for routed protocols and act as a bridge for bridged protocols. It operates at both the Data Link and Network layer of the OSI model.

Switch: Is a simply a one-way bridge with multiple ports. It operates at the Data Link layer

