A latest computer threat that is spreading around the network is a Trojan named TROJ_JAHLAV.B. 

According to Trend Micro Site, this Trojan is beneath a graphical user interface to hide its execution and to pretend to an unknown user that it is not malicious and harmful to computers. This is executed regardless of which button in the GUI is clicked. When it runs, it will access a site to download TROJ_ALUREON.AME, which is a malicious file. 

This Trojan will create FullMovies folders to the affected hard drive at the following locations: Program Files folder and Start MenuPrograms folder. The FullMovies folder under Program Files will contain Uninstall.exe, and the FullMovies under Start MenuPrograms will contain Uninstall.lnk. It will also run FullMovies.exe which will run the GUI hiding the malicious code running. At this time, the Trojan will download the TROJ_ALUREON.AME and executes it. This will let malicious routines of the downloaded files damage the affected system. 

This Trojan is known to spread around the internet and is popularly obtained through a malicious advertisement about the obscene video of "Gossip Girl" star Leighton Meester. Unknowing to the user, the advertisement when clicked will enable the Trojan to be downloaded to the user's computer. The vulnerable computers are MAC OS computers and Windows OS computers. 

The popularly affected website is the Tweeter through its automated feeds. Its known effect is altering DNS tables, throwing off the connection between URLs and IPs.
